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The COM-FSM Office of Information Technology (IT) will provide the students, faculty and staff of the college community with ubiquitous, standardized, secure, reliable communications services of appropriate capacity to support instruction, student services, institutional research, and administration.

In order to ensure the quality of the Information Services for COM-FSM and in order to ensure mission critical systems are maintained, COM-FSM must have policies in place to establish Purpose, Process and Scope of technology responsibility system wide.  

The offices of Information Technology’s areas of responsibility are broad in scope and seeks to integrate all campus technology efforts as well as strategic planning efforts under a single umbrella.  Within this umbrella, IT seeks to operate the COM-FSM system in a manner that is holistic, integrated, broad in structure, process, and content, and focused on the technology capabilities in the best interest of COM-FSM.  All IT staff constitute part of this broad area of responsibility and must take their directions in relation to these efforts from the Office of IT.  Campus administrators are responsible for all other aspects of local IT personnel.
Proposed addition to the current COM-FSM Technology Policy:
The COM-FSM Office of Information Technology (IT) provides the students, faculty and staff of the college community with ubiquitous, standardized, secure, reliable communications services of appropriate capacity to support instruction, student services, institutional research, and administration.
Direct areas of responsibility for the Office of Information Technology include COM-FSM’s technology environment in general, Organizational Structure (IT staff technical reporting and authorization of all technology related duties at all sites), Technology Expenditure Oversight (in order to maintain compatibility and proper resource allocation in light of pre-existing technology efforts).  

In relation to technology resources, these areas are subject to IT oversight and/or approval:  a.  Strategic Objectives  b. Computing Architecture   c.  Policies and responsibilities d. Service Architecture; inclusive of outsourcing for special projects and/or task e.  Procurement,  f.  Assessment of proposed projects.
